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Agenda

• How network security expectations have evolved including the role of SCADA in today’s IIoT networks

• The convergence of Operations Technology (OT) and Information Technology (IT)

• How both OT and IT experience trade-offs in building a secure network

• IIoT network security threats and how to address them
  – Real World Examples and Threats

• Considerations for selection secure technology for IoT purposes
• Network security expectations have evolved, including the role of SCADA in today’s IIoT network
IT – New Threats

• Information Technology (IT)
• Focused on protecting from “The Internet”
OT – New Threats

- Operations Technology (OT)
- Local decisions, focused on Operation Needs
IT – OT Convergence

- Convergence of Operations Technology (OT) and Information Technology (IT)
IloT Network Security Threats

- Lack of Security in Initial Planning
- Lack of Security in SCADA Protocols
- Security through obscurity
- Physical Security

What’s the plan?

For added security, after we encrypt the data stream, we send it through our Navajo Code Talker.

... is he just using Navajo words for “zero” and “one”?

Whoa, hey, keep your voice down!
IIoT Network Security Threats

• Air Gapped / Lack of Internet Connection
• Egg Shell Security
• Easy to Use vs. Security
• Consumer Tech moving into Industrial
• Long Equipment Life
Real World Example

- 2005? - Stuxnet
- Most Widely known SCADA Attack
- Discovered in 2010
- Targeted Siemens PLCs
- Iran Nuclear Capabilities
- Physical Damage to Equipment
- Wide Spread & Improved Everyone’s capabilities – Code is now public :: ex. Duqu

<table>
<thead>
<tr>
<th>Country</th>
<th>Share of infected computers</th>
</tr>
</thead>
<tbody>
<tr>
<td>Iran</td>
<td>58.85%</td>
</tr>
<tr>
<td>Indonesia</td>
<td>18.22%</td>
</tr>
<tr>
<td>India</td>
<td>8.31%</td>
</tr>
<tr>
<td>Azerbaijan</td>
<td>2.57%</td>
</tr>
<tr>
<td>United States</td>
<td>1.56%</td>
</tr>
<tr>
<td>Pakistan</td>
<td>1.28%</td>
</tr>
<tr>
<td>Other countries</td>
<td>9.2%</td>
</tr>
</tbody>
</table>

https://en.wikipedia.org/wiki/Stuxnet
Real World Example

• 2011 Night Dragon – Based out of China
• November 2009, coordinated covert and targeted cyberattacks conducted against global oil, energy, and petrochemical companies.
• Social engineering, spearphishing, operating systems vulnerabilities & more
• Competitive proprietary operations and project-financing information with regard to oil and gas field bids and operations
• False Data Threat

Real World Example

• 2015 – Ukrainian Electric Utility
• Multipronged attack
  – DDoS to prevent service techs
  – Malware wiped control systems servers to prevent recovery
• Presumably State Sponsored
• 100,000 people without power for days
• Full Details are not yet released
Threat Example

- Easy to find in the public IP Space
- Vendor Neutral Search for “Oil”
- Top Service – Automated Tank Gauge
- Telnet open on 81 devices
Threat Example

- Let’s Refine and search for “Tank”
- 1595 devices in the US alone
- Location information with In-Tank Inventory
- False Data Threat
Considerations – Selecting Secure Technology

- Understand your Requirements
- Regulatory Environments
- Experience in Secure Environments
- Ability to describe Security Mechanisms
- Do they Understand your Threat vectors
  - Physical vs. Cyber vs. Over the Air
Considerations – Selecting Secure Technology

- Ease of Use vs. Secure vs. Functional Tradeoffs
- External Factors
- Past Vulnerabilities
- Implement Best Practices
- Testing / Evaluation Plan
- On going Improvements
- Ability to Deploy Patches
Considerations – Selecting Secure Technology

- Consider How to Break In & Preparations for Each
- Consider 3rd Party Pen Testing
- Consider Deep Packet Inspection techniques
- Consider How to Isolate SCADA networks
- Consider Security Audits and Assessments (Not just once)
- Consider Ways to Improve Security Culture
Questions?
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